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Guide de paramétrage (GENETEC) - XXII 
CORE REAL TIME 
I - Préparation du Security Center 
 

1 - Télécharger la licence et le “part number” XXII CORE 

• Télécharger la licence et le “part number” XXII CORE sur le Portal 
Genetec 

o Pré-requis : faire la demande de la nouvelle licence avant de 
réaliser cette étape. 

o Également, si Genetec a fourni la licence directement par mail, 
cette étape est inutile. Passer directement à l’étape suivante.   

• Ouvrir un navigateur et saisir “Portal Genetec”  
• Saisir les identifiants Genetec Portal (si vous ne les possédez pas, 

contactez directement Genetec). 
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• Cliquer sur “Technical Assistance”, puis “System Management” 

 

• Sélectionner la licence concernée 
• Scroller jusqu’à la section “Licence Information”. 

o Sous “Licence Key”, cliquer sur “Download” 
o La licence est à présent téléchargée. 

• Le fichier doit ressembler à ça :  
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2 - Ajouter la licence avec le “part number” XXII CORE. 

• Saisir dans la recherche Windows : 
o “genetec server” et chercher “Genetec Server Admin”. 

• Cliquer sur le fichier pour l’ouvrir 
o Le navigateur, par défaut, va s’ouvrir avec une page “login”. 

 

• Si le navigateur par défaut ne s’ouvre pas, ouvrir un navigateur et 
saisir l’adresse suivante : 

o localhost/Genetec/Overview  
• Saisir le mot de passe d’administration du Genetec Server 

Admin.  
o Remarque : Ce mot de passe est paramétré lors de la première 

installation du Security Center  
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• Cliquer en haut, sur “Licence”. 

 

• Cliquer en haut, sur “Modifier”. 
o La page de gestion de la licence s’ouvre, toutes les 

informations relative à votre licence Genetec Security Center 
sont ici. 
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• Cliquer sur “Activation manuelle” puis sur “...” 
• Sélectionner le fichier de licence .lic, préalablement téléchargé 

depuis le Portal Genetec. Le fichier de licence est bien importé. 
• Cliquer sur “Activer” pour valider l’action. 

o Félicitation, la licence est maintenant à jour. 
• Remarques :  faire attention à la date d’expiration de la licence, bien 

souvent c’est une licence de démo avec une date d'expiration à 30 
jours. La licence perpétuelle coûte 193 € MSRP. 
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3 - Vérification des paramètres GENETEC : Création d’un 
utilisateur 

• Rendez-vous dans le “config tool” et cliquer sur “gestion des 
utilisateurs”. 

 

• Cliquer sur “Ajouter une entité“ et enfin cliquer sur “utilisateurs”. 
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• Une fenêtre “Création d’un utilisateur“ s’ouvre, saisir les 
informations suivantes : 

o Nom d’utilisateur : XXII 
o Mot de passe : XXIICore2020! 
o Confirmez le mot de passe : XXIICore2020! 
o Prénom : vide 
o Nom : vide 
o Groupe d’utilisateur : Administrateurs (cliquer sur 

administrateurs directement) 
o Modèles de privilèges : Les administrateurs ont tous les 

privilèges 

 

• Cliquer sur “suivant”, si votre fenêtre est similaire à l’exemple ci-
dessous. 
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• Une fenêtre de résumé s’ouvre. C’est l’étape de la vérification et 
de la validation des informations. Si elles sont exactes, cliquer sur 
“Créer“. 

 

• Félicitations, l’utilisateur “XXII“ est créé ! 
o Retrouver dans l’arborescence des comptes, sur la gauche, le 

compte, sous > “ServerName” > Administrateurs (EN = 
Administrators) > XXII 
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• Vérifier que l’utilisateur a accès au WebSDK en cliquant sur 
“Privilèges”. 

 

• Vérifier dans la liste si l’option accès au WebSDK est bien activée. 

 

4 - Vérification des paramètres GENETEC : activer la passerelle 
multimédia 

• Ouvrir le “Config Tool”, Cliquer sur “système” puis sur “rôles”, 
pour activer la passerelle multimédia. 
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• La page “système” s’ouvre. En bas à gauche, cliquer sur le bouton 
“ajouter une entité” puis cliquer dans la liste sur “passerelle 
multimédia”. 

 

• Une fenêtre “création d’un rôle” s’ouvre. Conserver le nom de 
l’entité par défaut en “passerelle multimédia” et cliquer sur 
“suivant”. 

• Une page résumant le rôle s’affiche, cliquer sur “créer”. 
Félicitations, la passerelle multimédia est créée dans la liste des 
rôles. 

 

• Désactiver l’authentification de la passerelle multimédia. 
Sélectionner ‘'Passerelle Multimédia'' puis ‘'Propriétés'’ et vérifier 
que le ‘'Service d'authentification'' est désactivé.  

o Si cette option n’est pas désactivée, XXII CORE REAL TIME ne 
sera pas en mesure de récupérer les flux. 
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5 - Vérification des paramètres GENETEC : Activer le Web SDK 

• Ouvrir le “Config Tool”, cliquer sur “système” puis cliquer sur 
“rôles” pour activer le “Web SDK”. 

 

• La page “système” s’ouvre. En bas à gauche, cliquer sur le bouton 
“ajouter une entité” puis cliquer dans la liste sur “SK par services 
Web”. 

 

• Une fenêtre “création d’un rôle” s’ouvre. Conserver le nom de 
l’entité par défaut en “SDK par services Web” et cliquer sur 
“suivant”.  

• Une page résumant le rôle s’affiche, cliquer sur “créer”. 
Félicitations, votre “WebSDK” est créé dans la liste des rôles. 
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• Pour terminer l’installation, rendez-vous dans les paramètres de 
pare-feu avancés de Windows pour ajouter un port de trafic 
entrant manuellement. En suivant le chemin suivant : 

o Paramètres 
o Réseau et internet 
o Pare feu Windows 
o Paramètres avancés 
o Règles de trafic entrant 
o Nouvelles règles 

 

II - Installation physique dans la baie 

1 - Liste pré-requis avant installation : version R1 2021 du 
XProtect Corporate 

Operating System 

Microsoft® Windows® 
8.1 Pro (64 bit) 

Microsoft® Windows® Server 2012 (64 bit): 
Standard and Datacenter 

Microsoft® Windows® 
8.1 Enterprise (64 bit) 

Microsoft® Windows® Server 2012 R2 (64 bit): 
Standard and Datacenter 

Microsoft® Windows® 
10 Pro (64 bit) 

Microsoft® Windows® Server 2016 (64 bit): 
Essentials, Standard and Datacenter 

Microsoft® Windows® 
10 Enterprise (64 bit) 

Microsoft® Windows® Server 2019 (64 bit): 
Essentials, Standard and Datacenter 

Microsoft® Windows® 
10 IoT Enterprise LTSB 
(Long-Term Servicing 
Branch)2016 (version 

1607 or later) 

To run clustering/failover management servers, 
you need a Microsoft® Windows® Server 

2012/2012 R2 Standard or Datacenter edition, 
Microsoft® Windows® Server 2016 Standard or 
Datacenter edition, or a Microsoft® Windows® 

Server 2019 Standard or Datacenter edition 

Microsoft® Windows® 
10 IoT Enterprise, 

version 1803 or later (64 
bit), IoT Core 
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2 - Étape 1 : serveur et baie de serveurs  

• Racker le serveur XXII Core dans la baie informatique “dédiée” (19” - 
Minimum. 800 de profondeur). 

• Raccorder les alimentations électriques (les 2). 
• Raccorder le câble ethernet en sortie de serveur sur la prise ENO1 

(gauche) sur le VLAN VMS. 
• Allumer la machine. 
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3 - Étape 2 : serveur et communication  

• Ouvrir un terminal sur un autre ordinateur et sur le même VLAN 
pour pinger le serveur. 

o Sur Windows :  
§ Touche Windows  
§ Taper “cmd” 
§ Touche entrée 

o Sur Mac :  
§ command + espace  
§ Taper “terminal” 
§ Ouvrir ‘terminal”  

• Lancer la commande « ping $IP_Server ».  
o Exemple : ping 192.168.1.100 

• Si le serveur réponds au ping, alors celui-ci est correctement 
raccordé au bon VLAN. 
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• Étape 2 (suite) : serveur et communication - réussite 

 

• Étape 2 (suite) : serveur et communication - échec de 
communication   

 

• Étape 2 (suite) : serveur et communication - vérification de la 
configuration ip 
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• Étape 2 (fin) : serveur et communication - vérification du netplan 

 

 

 

4 - Étapes 3 : les ingress - ajout & méthodes (Windows) 

 
 
 
 
 
 
 
 
  



 

2023 - All rights reserved to XXII GROUP.    20 

• Cliquer sur “Oui” puis sur “Ouvrir” 

 
 
 

 

 

 

• Le fichier host est maintenant ouvert, il suffit maintenant de copier 
coller les ingress à l’intérieur. 

o Exemple : 192.168.1.100  
o smartcity.xxii-core.io smartcity.backend.xxii-core.io 

smartcity.gateway.xxii-core.io smartcity.grafana.xxii-core.io 
smartcity.kibana.xxii-core.io smartcity.prometheus.xxii-core.io 
smartcity.alertmanager.xxii-core.io smartcity.results.xxii-core.io 

• Cliquer sur ctrl+s ou sur sauvegarder 
• Fermer le fichier. 
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• Saisir la commande : sudo nano /etc/hosts 
• Cliquer sur “entrer” 
• Entrer votre “mot de passe” (Note : le mot de passe ne s’affiche pas à 

la saisie, vous tapez à “l’aveugle”). 
• Cliquer sur “entrer” 
• Remarque : Quand vous tapez des caractères rien ne s’affiche à 

l’écran, c’est normal c’est une question de sécurité.  
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• Sauter une ligne, et copier coller les ingress à la suite. 
• Remarques : Il y a un espace entre l’adresse IP et chaque URL. 

 

• Étape 3 bis : Ajouter les Ingress dans le DNS du réseau local 
o Ajouter les ingress sur le serveur DNS  
o Récupérer les ingress en se connectant en SSH au serveur 

et en tapant la commande : kubectl get ingress -A   
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5 - Étape 4 : activation des licences XXII CORE 

• Saisir l’URL suivante : ipdelamachine:1947 
• Cliquer sur Update/Attach pour ouvrir cette page. 

 

• Sélectionner “choisir un fichier” et “charger” le fichier “ → .v2c qui 
vous a été transmis lors de la souscription de contrat. Félicitations, 
XXII CORE est activé ! 
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6 - Étape 5 : mise en action de XXII Core 

• Ouvrir la page de configuration web de XXII Core 
• Saisir dans un navigateur internet l’adresse suivante :  

o Attention, il ne faut surtout pas oublier le port 32080, sinon 
l’adresse sera inaccessible  

• Identifiez-vous en renseignant :  
o Identifiant 
o Mot de passe  

• Si vous avez égaré ces informations, vous pouvez appeler le 
support XXII : 01 84 20 48 22 

 

 
 
 
 
 
 


